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三未信安科技股份有限公司
公司代码：688489 公司简称：三未信安 20242024 年度报告摘要

第一节 重要提示
1、本年度报告摘要来自年度报告全文，为全面了解本公司的经营成果、财务状况及未来发展规划，投

资者应当到https://www.sse.com.cn网站仔细阅读年度报告全文。
2、重大风险提示
公司已在本报告中详细阐述公司在经营过程中可能面临的各种风险，敬请查阅本报告第三节“管理层

讨论与分析”中“风险因素”相关的内容。
3、本公司董事会、监事会及董事、监事、高级管理人员保证年度报告内容的真实性、准确性、完整性，不

存在虚假记载、误导性陈述或重大遗漏，并承担个别和连带的法律责任。
4、公司全体董事出席董事会会议。
5、立信会计师事务所（特殊普通合伙）为本公司出具了标准无保留意见的审计报告。
6、公司上市时未盈利且尚未实现盈利
□是 √否
7、董事会决议通过的本报告期利润分配预案或公积金转增股本预案
公司于 2025年 3月 28日召开第二届董事会第十六次会议和第二届监事会第十五次会议审议通过了

《关于公司2024年度利润分配方案的议案》，拟以公司总股本扣除回购专用账户中的股份数量为基数，向全
体股东每10股派发现金红利1.13元（含税），合计拟派发现金红利12,700,123.79元（含税），现金分红总额占
当期归属于上市公司普通股股东利润的比例为30.15%，不实施送股，不进行资本公积金转增股本。

本次利润分配方案尚需提交2024年年度股东大会审议通过后实施。
8、是否存在公司治理特殊安排等重要事项
□适用 √不适用

第二节 公司基本情况
1、公司简介
1.1 公司股票简况
√适用 □不适用

公司股票简况

股票种类

A股

股票上市交易所及板块

上海证券交易所科创板

股票简称

三未信安

股票代码

688489

变更前股票简称

不适用

1.2 公司存托凭证简况
□适用 √不适用
1.3 联系人和联系方式

姓名

联系地址

电话

传真

电子信箱

董事会秘书

张玉峰

北京朝阳区创远路34号院1号楼融新科技
中心F座12-13层

010-84925998

010-84925998

ir@sansec.com.cn

证券事务代表

曾添

北京朝阳区创远路34号院1号楼融新科技中心F座
12-13层

010-84925998

010-84925998

ir@sansec.com.cn

2、报告期公司主要业务简介
2.1 主要业务、主要产品或服务情况
公司专注于密码技术的创新和密码产品的研发、销售及服务，为网络信息安全领域提供全面的商用密

码产品和解决方案。公司作为国内主要的商用密码基础设施提供商，致力于用密码技术守护数字世界。
公司产品主要包括密码芯片、密码板卡、密码整机和密码系统。公司产品全面支持国产 SM1、SM2、

SM3、SM4、SM7、SM9、ZUC等密码算法及抗量子密码算法，为各种信息系统提供数据加解密、数字签名等密
码运算，并提供安全、完善的密钥管理机制，可实现各种应用场景的国产密码改造和数据安全保障，为关键
信息基础设施和云计算、大数据、区块链、数字货币、物联网、V2X车联网、人工智能等新兴领域提供数据加
密、数字签名、身份认证、密钥管理等密码服务。

公司的主要产品特点如下：
产品系列

密码芯片

密码模组

密码整机

密码系统

系列简介

● 应用于PKI、SSLVPN、IPSecVPN、云计算、大数据等
信息安全场景，可集成在PCI-E密码板卡、密码整机、
安全服务器等产品中，为云计算、大数据等场景提供海
量数据加密和高性能数字签名等功能● 逐步替代目前外采的FPGA芯片、主控芯片、算
法芯片等● 公司“基于自研芯片的全国产密码基础设施关
键技术研究及应用示范”项目获得密码科技进步奖三
等奖

● 应用于网络信息安全类设备，提供硬件级的密码运
算、密钥保护等密码功能● 密码板卡为软硬件一体产品，软件为自研，硬
件部分主要包括芯片（FPGA芯片、主控芯片等）和PCB
板卡，外采芯片正逐步被公司自研芯片替代● 公司研发了国内首款安全等级三级密码板卡，
产品获得密码科技进步奖

● 应用于密码系统和应用信息系统，提供密码运算、
密钥保护等基础支撑和密码服务● 密码整机为软硬件一体产品，软件为自研，硬
件部分由公司自产密码板卡和组装配件构成● 公司服务器密码机获得密码科技进步奖● 金融数据密码机为国内首款通过FIPS 140-2
Level 3认证的金融密码整机，并于2020年通过国内安
全等级三级认证

● 作为管理系统，提供密码运算、证书管理、密钥管
理、密码资源管理等基础支撑● 密码系统为软硬件一体产品，软件为自研，硬
件部分由公司自产密码板卡和组装配件构成。也可以
软件形式交付并配合内置密码板卡的服务器或密码整
机使用● 公司“支持云计算的国产密码方案及产品”获
得密码科技进步奖三等奖

主要产品

XS100
XT100
XT200
XR100

PCI-E密码卡

嵌入式密码模块

服务器密码机

金融数据密码机

行业应用密码机

安全网关

密钥管理系统

身份认证系统

云密码机

云密码服务平台

特权账户管理系统

产品形态

安全芯片

软硬件一体

软硬件一体

软硬件一体

软硬件一体

软硬件一体

软硬件一体

软件、软硬件一体

软件、软硬件一体

软硬件一体

软件、软硬件一体

软硬件一体

2.2 主要经营模式
公司作为国内主要的商用密码基础设施提供商，处于网络信息安全行业上游，为PKI、IPSecVPN、SSL

VPN等网络安全产品和解决方案厂商提供密码核心产品，由网络安全厂商将密码产品整合融入其解决方
案，应用于电子政务、金融、证券、税务、电力、能源、海关、公安等行业客户。随着公司在底层密码技术的积
累和重要行业客户的创新发展需求，公司正在逐步向同时服务厂商客户和最终客户的业务模式发展，形成
间接需求和直接需求结合下双轮驱动的业务模式。

2.2.1 研发模式
公司始终坚持自主研发和自主创新的策略，以技术创新为驱动、市场需求为导向进行产品研发。2022

年公司的研发体系通过CMMI-DEV ML-5级认证，采用标准的研发流程架构，主要分为需求分析阶段、设计
阶段、实现阶段、测试验证阶段、发布阶段、项目管理与支持阶段6个阶段。

需求分析阶段：本阶段针对产品系统级的定义，由产品经理提出产品市场需求，对产品开发进行可行性
分析与论证，经过评审确认产品可研后，项目经理或需求分析人员对市场需求进行调研、收集与分析形成产
品研发需求并编写产品需求规格说明书，针对产品需求规格说明书对产品的整体设计，对需求进行分配；

设计阶段：设计人员针对需求规格说明书与总体设计分别对产品的结构、硬件、软件层面的详细设计包
括外观设计、整机或密码板卡硬件设计、软件概要设计等；

实现阶段：开发人员针对上一阶段的设计说明书或设计方案分别对软件进行详细设计、编码、代码走
查、单元测试、模块集成及测试，对应硬件密码板卡或整机进行样卡、样机制作以及软硬件整体集成及测试；

测试验证阶段：在产品方案开发完成后，系统测试人员针对产品进行系统测试与验证；
产品发布：测试验证完成后执行产品的发版及产品发布，正式纳入公司产品线；
项目管理与支持：本过程从项目管理的角度在产品开发的整个生命周期对产品开发的范围、进度、成

本、质量、风险、资源、相关方、沟通等方面进行有效控制从而促进产品的成功发布。分五大过程组，分别为
启动、规划、执行、监控和收尾。在不同的过程对项目有针对性的进行管控。

2.2.2 采购模式
公司建立了采购及供应商管理制度，规范采购行为。公司根据供应商的资质证书、产品品质、价格、生

产能力、交期、商誉、行业地位等情况对供应商进行综合评价，供应商通过评测后会被纳入《合格供方名
录》。公司每年会对供应商进行年度评定，考核上一年度的质量、交期、价格、服务等情况，此外公司还会对
供应商进行定期稽查，供应商年度评定及定期稽查的评定结果为通过时，则继续纳入《合格供方名录》，若不
通过且复审仍不通过，则淘汰供应商。

2.2.3 生产模式
（1）密码产品生产模式
公司采取“自主生产+外协加工”的生产模式。其中，自主生产包括程序烧录、半成品测试、组装、成品测

试、包装等核心环节；外协加工主要为贴片焊接。公司向外协厂商提供贴片焊接所需的配件，包括但不限于
PCB板，阻容件，芯片等。公司生产方式分为订单式生产和备货生产两种。其中，订单生产是指根据市场订
单安排生产；备货生产是由于公司产品具有小批量、多规格、交期短等特征，公司会根据生产计划、客户交
期、产品技术要求、历史数据及订单情况等，并结合长期合作客户情况，对于一些常规需求产品进行适当生
产备货。

（2）密码技术服务模式
密码技术服务是指公司基于密码专业技术、技能和设施，根据客户的实际需求提供技术咨询、运行维

护、质量保障等密码技术支持和保障的活动。
2.2.4 销售模式
公司盈利主要来源于密码产品销售，以及为客户提供密码技术服务。公司位于商用密码行业上游，产

业链内分工协作体系较为完善，下游用户具有行业跨度大、地域分布广的特点，公司直接客户分为合作厂商
和最终客户两类，报告期内公司对合作厂商销售占比较高。

商用密码产品属于专业性较强的产品，客户选择公司产品之前，一般会提前对公司产品的各项指标进
行测试，包括功能测试、适配性测试、稳定性测试、易用性测试、安全性测试和性能测试等。公司的主要销售
流程为：公司发现客户需求并与客户进行技术交流；根据客户需求制定并提供产品的测试方案；方案通过客
户验证后双方达成合作意向；公司执行报价或投标等商务流程，并约定产品交付时间、交付地点及付款信用
期等主要事项；双方签署框架合同或产品合同，并依据签署合同约定执行。

2.3 所处行业情况
2.3.1 行业的发展阶段、基本特点、主要技术门槛
（1）行业发展阶段
密码是保障网络信息安全的核心技术和基础支撑，公司专注于密码技术创新和密码产品的研发、销售

及服务，为用户提供全面的密码产品和解决方案，致力于用密码技术守护数字世界。公司所处行业为信息
安全领域的商用密码行业。

我国《密码法》于2020年1月1日起施行，作为我国密码领域第一部法律，以立法形式来明确包括商用
密码在内的密码管理和应用，体现了国家对于密码这一网络安全核心技术的高度重视，在《密码法》的引导
下，我国各领域对商用密码技术和产品的需求明显增加，商用密码产业迎来长期且持续的发展机遇。《数据
安全法》于2021年9月1日起施行。《数据安全法》是促进数字经济健康发展的重要举措，将极大地推动数据
成为新的生产要素，密码作为数据安全的支撑技术，《数据安全法》赋予密码创新的巨大发展空间。以安全
多方计算、同态加密、可搜索加密、联邦学习等为代表的新型密码技术，将成为保障数据安全的核心技术，全
面赋能数字经济时代的创新发展。《中华人民共和国个人信息保护法》于2021年11月1日起施行。《个人信
息保护法》作为个人信息保护领域的基础性法律，与《网络安全法》《密码法》《数据安全法》共同构建了我国
的数据治理立法框架。《个人信息保护法》为个人信息的隐私保护提供了法律依据，以隐私计算、可信计算、
机密计算、零信任为代表的密码技术和网络安全技术，将成为个人信息隐私保护的技术支撑。

近年来，国家高度重视网络数据安全及密码保护，国家和相关部委陆续出台了多项政策法规和条例、办
法等，以密码为核心的信息安全相关法律法规和标准体系已逐步完善，政策鼓励和合规监管的驱动，推动了
密码技术的发展应用，也给密码行业带来巨大发展机遇。商用密码行业进入快速发展阶段。

随着数字化中国的推进，商用密码的应用领域从金融、财政、烟草、交通、通信、政务等重要应用领域向
外拓展，向医疗、教育、农业等新的应用领域拓展，随着人工智能、云计算、移动互联网、物联网、车联网、低空
经济等新业态、新应用、新场景的不断涌现，新应用环境下的数据安全和隐私保护等问题，都对密码安全提
出了新需求。此外，发展信创是国家战略，解决本质安全的问题，信创产业发展已经成为经济数字化转型、
提升产业链发展的关键。在国产密码算法及国产化技术已经成熟的条件下，基于国产商用密码算法的产品
和各类国产硬件平台、国产操作系统、国产数据库和中间件等相关国产软硬件的结合已经成为趋势，将加速
密码在行业应用的渗透。随着量子计算的快速发展，抗量子密码技术正加速向标准化、产业化迈进，全球范
围内正积极推动算法标准制定与迁移计划，金融、通信等关键领域率先试点抗量子密码技术，抗量子密码正
在迎来巨大的产业发展格局。

（2）基本特点
商用密码行业是政策引导型的网络空间安全关键基础行业。网络与信息安全是国家安全的重要组成

部分，密码是保障网络与信息安全的核心技术和基础支撑，密码工作直接关系国家政治安全、经济安全、国
防安全和信息安全，直接关系公民、法人和其他组织的切身利益。商用密码行业具有特殊的信息安全要求，
同时受到信息产业和安全主管部门的监管，并且具有很强的政策引导特点。

商用密码行业是知识密集型的高技术行业。密码技术是保障网络信息安全的核心技术，从功能上看，
主要包括加密保护技术和安全认证技术；从内容上看，主要包括密码算法、密钥和密码协议。常用密码技术
包括对称加密、公钥加密、哈希、数字签名等。密码在网络空间中对于身份鉴别、安全隔离、信息加密、完整
性保护和抗抵赖性等方面具有不可替代的重要作用，可实现信息的机密性、真实性、数据的完整性和行为的
不可否认性。

商用密码产业链上游主要为工控机、服务器、存储器、芯片及操作系统、数据库等软硬件厂商。产业链
上游的部分产品如工控机、服务器、存储器等市场竞争充分，产品更新快，产量充足，产品价格相对稳定，且
产品性价比呈上升趋势，上游行业的波动对所处行业的影响较小。中游为提供安全产品、安全服务、安全集
成的厂商。下游为对信息安全具有较高要求的应用行业，主要包括政府、央企、科研院所、金融、能源等行
业，以及云计算、物联网等领域的各级用户。下游行业总体的数字化、信息化进程仍处于快速发展阶段，这
促进了信息安全及密码产品、集成及服务需求持续增长。

（3）主要技术门槛
商用密码作为国家安全的重要行业，GM/T0028-2014《密码模块安全技术要求》标准为密码模块定义了

4个安全等级，以满足敏感数据以及众多应用领域的、不同程度的安全需求。针对密码模块的11个安全域，
该标准分别给出了四个安全等级的对应要求，高安全等级在低安全等级的基础上进一步提高了安全性。因
此，高安全等级密码产品相应的资质门槛相对较高，商用密码厂商取得的商用密码产品的资质情况一定程
度可以反映商用密码厂商的研发能力和技术水平。商用密码的产品资质主要为商用密码产品认证证书，对
于依法列入网络关键设备和网络安全专用产品目录等重点行业和关键信息基础设施领域的密码产品，需要
由具备资格的机构检测认证合格后，方可销售或者提供。《商用密码产品认证规则》中对于商用密码产品认
证包括产品型式试验、初始工厂检查等环节。产品型式试验阶段需要严格遵循相关密码产品标准，对产品
认证文档进行审查，需要经过检测工具检测合格；初始工厂检查环节按照GM/T0065《商用密码产品生产和
保障能力建设规范》进行现场检查，对主要技术人员数量、产品知识产权、生产测试能力、质量保障能力、安
全保障能力、服务保障能力等有较高的要求，需要满足相关标准，检测合格后才可发放证书。下游客户在采
购商用密码产品时基于相关密码应用技术标准对商用密码产品的合规性要求，一般会采购经具备资格的机
构检测认证合格并取得产品型号证书的商用密码产品。

此外，密码企业如拓展国际化业务，其产品一般还需符合FIPS (联邦信息处理标准，Federal Informa⁃
tion Processing Standard) 140-3认证，该认证是验证加密模块有效性的标准，在全球范围内，FIPS 140-3合
规性被广泛采用，高安全等级的FIPS认证难度也更高，是专业密码厂商的分水岭。

作为知识密集型的高技术行业，技术的不断创新和新产品的持续研发是商用密码企业的核心竞争力，
随着大数据、人工智能、物联网、区块链等新兴领域的高速发展，以及客户日益增多的个性化、定制化需求，
对商用密码技术的前瞻性研究、创新应用能力和产品研发能力等均提出了更大的挑战。商用密码下游不同
应用领域的业务环境和要求不同，需要商用密码企业对不同应用场景有着较深的理解和技术积累，因此，行
业的技术壁垒较高。

2.3.2 公司所处的行业地位分析及其变化情况
公司是国内领先的商用密码基础设施提供商，公司是国内为数不多拥有从自研密码芯片、密码板卡到

密码机、密码系统等全链密码产品体系的密码企业，公司专注于密码技术创新和密码产品的研发、销售及服
务，为用户提供全面的密码产品和解决方案，致力于用密码技术守护数字世界。

（1）国内市场地位
公司作为专注于密码底层硬核技术和密码基础产品的密码科技企业，上市后相继完成对江南科友、江

南天安的收购，成为国内商用密码行业的头部企业。江南科友、江南天安均是长期在密码安全领域深耕并
取得一定市场品牌地位的密码企业，他们在下游应用领域有自身各自的优势，江南科友在银行等金融领域
有长期的密码技术、市场品牌和客户积淀，在金融行业密码安全应用领域有很强的市场竞争力；江南天安在
云密码机市场居国内领先地位，其云密码产品覆盖了很多头部互联网和云服务商客户，此外，江南天安在大
数据、云计算、物联网、低空经济等新兴领域都有解决方案案例落地。

本次并购整合后，三未信安现已成为目前国内拥有高安全等级（三级）密码产品最多的密码企业，公司
在密码产品种类和密码解决方案得到进一步丰富的同时，将自身在密码算法和密码芯片、密码设备、密码系
统等全栈的底层硬核密码技术能力，为江南科友、江南天安进行赋能协同，形成更强大的产品和解决方案能
力。通过并购整合，三未信安在云密码安全领域基本覆盖了市场上主流的头部云厂商客户，进一步巩固了
自身在云密码安全领域的领先地位，在金融、电信、公安、广电、能源、交通等行业的市场优势地位也得到进
一步加强。

（2）产品研发能力
在产品体系和研发能力方面，产品研发能力可以一定程度上从商用密码产品认证数量和安全等级三级

密码产品数据上体现。在商用密码产品认证数量方面，国家推进商用密码检测认证体系建设，制定商用密
码检测认证技术规范、规则，鼓励商用密码从业单位自愿接受商用密码检测认证，提升市场竞争力。商用密
码产品的认证数量情况一定程度可以反映商用密码厂商的研发能力和技术水平。三未信安作为国内领先
的密码厂商，聚焦商用密码技术创新和产品研发，形成了完备的商用密码产品体系，包括自研密码安全芯
片、密码板卡、密码整机和密码系统产品等全链式密码产品。截至报告期末，三未信安是我国拥有密码产品
型号证书最多的密码企业之一，也是我国拥有高等级（三级）密码产品最多的密码企业。

（3）标准制定
在商用密码领域标准制定修订方面，我国商用密码的快速发展离不开密码标准体系的重要支撑，密码

标准体系是促进密码产业发展、保障密码产品质量、规范密码技术应用的重要保障。参与标准的制修订工
作是密码厂商把握标准要求、掌握新技术动向的重要途径，是密码厂商技术实力的重要体现。截至2024年
12月31日，公司牵头或参与了38项商用密码国家标准和33项商用密码行业标准。

（4）国际市场及影响力

在国际市场和影响力方面，公司积极参与国际市场开拓，公司的金融数据密码机通过FIPS 140-2 Lev⁃
el 3（美国联邦信息处理标准 3级）安全认证，是国内首款通过认证、符合NIST SP800-38C、SP800-38D、
SP800-38E标准的密码机产品，满足中国企业在一带一路等国际市场的需求，推动了公司与Visa、花旗、渣
打、国付宝等知名外企的合作。报告期内，公司成立香港子公司与新加坡子公司。公司将以此为基点，通过
创新的密码安全技术和产品，进一步覆盖并服务亚太市场，助力亚太地区构建数字化安全屏障。

2.3.3 报告期内新技术、新产业、新业态、新模式的发展情况和未来发展趋势
（1）密评持续推动密码应用加速发展
报告期内，密评需求逐步增长，持续推动密码应用加速发展。为了发挥密码在系统安全建设中的支撑

作用，2021年国家市场监管总局、国家标准化管理委员会正式发布GB/T 39786《信息安全技术信息系统密
码应用基本要求》,对于规范和引导信息系统合规、正确、有效应用密码,切实维护国家网络与信息安全具有
重要意义。“十四五”时期，是数字化引领密评高质量发展的重要机遇期，密评在金融、政务、教育、电信、水利
等行业将实现规模化布局，为数字经济高速发展构建安全屏障。2023年，随着《商用密码管理条例》的正式
生效，国家密码管理局颁布了《商用密码应用安全性评估管理办法》《商用密码检测机构管理办法》进一步落
实上位法要求，体现商用密码应用安全性评估系统性原则，明确商用密码应用安全性评估的实施依据。而
随着国家密码局于2024年11月发布112家第三方密评机构目录，标志着前期的密评试点工作结束，密评将
在全国和全行业进入加速推广期，进一步推动商用密码应用加速发展。

（2）信创加速行业渗透
报告期内，信创市场进入行业推进期，容量和节奏进一步提升。密码是信创建设中不可或缺的重要一

环。任何网络信息系统建设都离不开底层密码应用，随着信创推广，密码从芯片、板卡、整机均需要支持信
创体系，并完成替换和改造。2023年以来，信创产业在党政领域已经初见规模，应用和生态逐步落地；重点
行业中，金融行业推进速度最快，通信行业紧随其后，能源、交通、航空航天、教育、医疗也在逐步进行政策推
进和试点。国密生态的全面替代已在多个行业信创建设中铺开，如金融、电力、医疗等多个行业的国密改
造。国家信创政策要求央国企2023-2027年进行基础软硬件的国产替代，并进行国产密码新增或改造。基
础设施国产化有望成为密码重要驱动力，随着信创行业加速推进，国产密码改造是市场发展必然方向，且空
间更为广阔。

（3）商用密码应用领域场景的不断扩大推动了密码技术创新发展
随着数字化中国的推进，商用密码的应用领域从金融、财政、烟草、交通、通信、政务等重要应用领域，向

医疗、教育、农业等新的应用领域拓展，随着人工智能、云计算、移动互联网、物联网、车联网、低空经济、可信
数据空间等新业态、新应用、新场景的不断涌现，新应用环境下的数据安全和隐私保护等问题，都对密码安
全技术提出了新需求，推动机密计算、隐私计算、安全多方计算、联邦学习、抗量子密码等新型密码技术的应
用和发展。

（4）数据安全发展进入快车道
2023年1月工信部等十六部门联合发布的《关于促进数据安全产业发展的指导意见》，明确“到 2025年

数据安全产业规模超过 1500亿元，年复合增长率超过 30%”的目标，自 2023年末国家数据局挂牌设立后，
2024年发布了一系列政策文件推进数据基础设施建设和数据资源的开发利用，将推动数据安全的发展进入
快车道。其中，国家数据局2024年11月正式发布的《可信数据空间发展行动计划（2024-2028年）》，将推动
数据要素的安全流通与价值释放，构建全国一体化数据市场，行动计划通过顶层设计明确了可信数据空间
的发展路径，综合技术创新与制度保障，推动数据要素与实际经济深度融合，释放数据要素的万亿级市场潜
力，也为数据安全市场带来巨大的空间。可信数据空间旨在构建一个安全、可信的数据共享和流通环境，商
用密码是实现这一目标的基石。通过密码技术对数据进行加密、签名、认证、溯源、确权，确保数据在全生命
周期内的安全性和完整性。在数据共享过程中，利用零知识证明等密码技术，使数据提供方能够在不泄露
数据内容的情况下，向数据使用方证明数据的某些属性，实现“可用不可见”的数据共享模式，促进数据要素
在安全的环境中自由流动，推动数字经济的发展。

（5）抗量子密码迁移进程逐渐开启
随着量子计算的迅速发展，尤其是2024年12月10日谷歌正式推出量子芯片Willow，传统加密算法（如

RSA、ECC）在未来可能面临安全威胁，能够抵御量子计算攻击的抗量子密码技术的需求日益迫切。全球各
国政府、学术界和产业界已投入大量资源研究抗量子密码技术。美国国家标准与技术研究院（NIST）于
2024 年已发布首批三种抗量子密码算法标准，并发布密码算法迁移时间表，计划到2035年使所有政府机
构的加密系统支持抗量子密码能力，而我国也在积极推动抗量子密码的标准化和产业化发展。 作为下一
代信息安全的核心支撑技术，抗量子密码技术在多个领域展现出广阔的应用前景。在现有信息安全系统的
密码升级和新兴市场的数字化建设中，抗量子密码技术将成为基本的安全要求，其应用将是未来产业发展
的重要机遇。

3 公司主要会计数据和财务指标
3.1 近3年的主要会计数据和财务指标

单位：元 币种：人民币

总资产

归属于上市公司股
东的净资产

营业收入

归属于上市公司股
东的净利润

归属于上市公司股
东的扣除非经常性
损益的净利润

经营活动产生的现
金流量净额

加权平均净资产收
益率（%）

基本每股收益（元／
股）

稀释每股收益（元／
股）

研发投入占营业收
入的比例（%）

2024年

2,180,570,484.94

1,851,273,878.74

473,207,341.77

42,119,864.03

15,581,517.48

21,785,107.46

2.2019

0.3741

0.3712

27.69

2023年

2,079,328,654.54

1,903,052,558.85

358,599,977.00

67,279,001.82

57,948,022.41

87,275,309.81

3.5450

0.5907

0.5872

27.43

本年比上年
增减(%)

4.87

-2.72

31.96

-37.40

-73.11

-75.04

减少1.34个百分点

-36.67

-36.78

增加0.26个百分点

2022年

1,973,511,885.88

1,883,467,736.69

339,764,315.16

107,228,332.89

98,821,199.16

-6,004,756.49

19.2990

1.2275

1.2141

20.08

3.2 报告期分季度的主要会计数据
单位：元 币种：人民币

营业收入

归属于上市公司股东的
净利润

归属于上市公司股东的
扣除非经常性损益后的
净利润

经营活动产生的现金流
量净额

第一季度
（1-3月份）

49,382,475.44

-9,966,079.70

-12,995,587.38

-76,676,815.40

第二季度
（4-6月份）

119,947,190.43

23,675,354.17

21,674,130.39

54,641,007.30

第三季度
（7-9月份）

85,333,364.04

452,588.61

-5,438,582.82

-8,298,385.00

第四季度
（10-12月份）

218,544,311.86

27,958,000.95

12,341,557.29

52,119,300.56

季度数据与已披露定期报告数据差异说明
□适用 √不适用
4 股东情况
4.1 普通股股东总数、表决权恢复的优先股股东总数和持有特别表决权股份的股东总数及前 10 名股

东情况
单位: 股

截至报告期末普通股股东总数(户)

年度报告披露日前上一月末的普通股股东总数(户)

截至报告期末表决权恢复的优先股股东总数（户）

年度报告披露日前上一月末表决权恢复的优先股股东总数
（户）

截至报告期末持有特别表决权股份的股东总数（户）

年度报告披露日前上一月末持有特别表决权股份的股东总
数（户）

前十名股东持股情况（不含通过转融通出借股份）

股东名称
（全称）

张岳公

湖州风起云涌企业管理
咨询合伙企业（有限合
伙）

湖州三未普惠企业管理
咨询合伙企业（有限合
伙）

江西裕润立达股权投资
管理有限公司－北京立
达高新创业投资中心
（有限合伙）

湖州三未普益科技合伙
企业（有限合伙）

中国互联网投资基金管
理有限公司－中国互联
网投资基金（有限合伙）

罗武贤

徐新锋

中小企业发展基金（深
圳南山有限合伙）

国泰君安证券资管－招
商银行－国泰君安君享
科创板三未信安 1 号战
略配售集合资产管理计
划

上述股东关联关系或一致行动的说明

表决权恢复的优先股股东及持股数量的说明

报告期内增
减

0

0

0

0

0

0

0

0

0

-217,828

期末持股数量

23,692,852

10,545,000

10,493,200

9,671,800

8,066,000

7,081,340

5,673,852

4,299,400

3,894,737

1,780,123

比例(%)

20.64

9.19

9.14

8.43

7.03

6.17

4.94

3.75

3.39

1.55

张岳公为湖州风起云涌企业管理咨询合伙企业（有限合伙）、湖
州三未普惠企业管理咨询合伙企业（有限合伙）、湖州三未普益
科技合伙企业（有限合伙）的执行事务合伙人，除此之外，公司未
知上述其他股东是否存在关联关系或属于一致行动人。

不适用

5,067

4,862

持有有限售条
件股份数量

23,692,852

10,545,000

10,493,200

0

8,066,000

0

5,673,852

4,299,400

0

0

质押、标记或冻结情
况

股份
状态

无

无

无

无

无

无

无

无

无

无

数量

-

-

-

-

-

-

-

-

-

-

股东
性质

境内自然人

境内非国有
法人

境内非国有
法人

境内非国有
法人

境内非国有
法人

境内非国有
法人

境内自然人

境内自然人

境内非国有
法人

其他

存托凭证持有人情况
□适用 √不适用
截至报告期末表决权数量前十名股东情况表
□适用 √不适用
4.2 公司与控股股东之间的产权及控制关系的方框图
√适用 □不适用

4.3 公司与实际控制人之间的产权及控制关系的方框图
√适用 □不适用

4.4 报告期末公司优先股股东总数及前10 名股东情况
□适用 √不适用
5 公司债券情况
□适用 √不适用

第三节 重要事项
1、公司应当根据重要性原则，披露报告期内公司经营情况的重大变化，以及报告期内发生的对公司经

营情况有重大影响和预计未来会有重大影响的事项。
2024年公司实现营业收入 47,320.73万元，较上年同期增长 31.96%；归属于上市公司股东的净利润 4,

211.99万元，较上年同期下降37.40%；归属于上市公司股东的扣除非经常性损益的净利润1,558.15万元，较
上年同期下降73.11%。

2、公司年度报告披露后存在退市风险警示或终止上市情形的，应当披露导致退市风险警示或终止上
市情形的原因。

□适用 √不适用

证券代码：688489 证券简称：三未信安 公告编号：2025-027

三未信安科技股份有限公司
第二届监事会第十五次会议决议公告
本公司董事会及全体董事保证本公告内容不存在任何虚假记载、误导性陈述或者重大遗漏，并对其内

容的真实性、准确性和完整性依法承担法律责任。
一、监事会会议召开情况
三未信安科技股份有限公司（以下简称“公司”）第二届监事会第十五次会议于2025年3月28日以现场

结合通讯的方式召开。本次会议通知于2025年3月18日以书面及短信等方式通知全体监事。会议由监事
会主席徐新锋女士主持，会议应到监事3人，实到监事3人。本次会议的召集和召开、表决方式、决议内容符
合《中华人民共和国公司法》《上海证券交易所科创板股票上市规则》等相关法律法规、规范性文件及《三未
信安科技股份有限公司章程》的相关规定，会议决议合法有效。

二、监事会会议审议情况
与会监事认真审议本次会议相关议案，以书面记名投票表决方式作出如下决议：
（一）审议通过《关于〈公司2024年年度报告〉及其摘要的议案》
具体内容详见公司同日在上海证券交易所网站（http://www.sse.com.cn）及公司指定信息披露媒体上披

露的《2024年年度报告》《2024年年度报告摘要》。
表决结果：同意3票，弃权0票，反对0票。
本议案尚需提交公司2024年年度股东大会审议。
（二）审议通过《关于〈2024年度监事会工作报告〉的议案》
表决结果：同意3票，弃权0票，反对0票。

本议案尚需提交公司2024年年度股东大会审议。
（三）审议通过《关于〈2024年度内部控制评价报告〉的议案》
具体内容详见公司同日在上海证券交易所网站（http://www.sse.com.cn）披露的《2024年度内部控制评价

报告》。
表决结果：同意3票，弃权0票，反对0票。
（四）审议通过《关于公司2024年度利润分配方案的议案》
监事会认为：公司2024年年度利润分配方案的决策程序、形式和比例符合有关法律法规、《公司章程》

的规定；本次利润分配方案充分考虑了公司盈利情况、现金流状态及资金需求等各种因素，不存在损害中小
股东利益的情形，符合公司经营现状，有利于公司的持续、稳定发展。

具体内容详见公司同日在上海证券交易所网站（http://www.sse.com.cn）及公司指定信息披露媒体上披
露的《关于2024年度利润分配方案的公告》（公告编号：2025-028）。

表决结果：同意3票，弃权0票，反对0票。
本议案尚需提交公司2024年年度股东大会审议。
（五）审议通过《关于〈公司2024年度财务决算报告〉的议案》
表决结果：同意3票，弃权0票，反对0票。
本议案尚需提交公司2024年年度股东大会审议。
（六）审议通过《关于〈2024年度募集资金存放与实际使用情况的专项报告〉的议案》
监事会认为，公司2024年度募集资金存放与实际使用情况符合《上市公司监管指引第2号一一上市公

司募集资金管理和使用的监管要求》《上海证券交易所科创板上市公司自律监管指引第1号一一规范运作》
等法律法规、规范性文件及《公司章程》和《募集资金管理制度》等内部制度的规定，公司对募集资金进行了
专户存储和专项使用，并及时地履行了相关信息披露义务，募集资金具体使用情况与公司已披露情况一致，
不存在变相改变募集资金用途和损害股东利益的情形，不存在违规使用募集资金的情况。

具体内容详见公司同日在上海证券交易所网站（http://www.sse.com.cn）披露的《2024年度募集资金存放
与实际使用情况的专项报告》。

表决结果：同意3票，弃权0票，反对0票。
（七）审议通过《关于使用超募资金及部分闲置募集资金进行现金管理的议案》
监事会认为：公司使用超募资金及部分闲置的募集资金进行现金管理，购买安全性高、流动性好的投资

产品，是在确保不影响公司正常运营、公司募集资金投资计划正常进行和资金安全的前提下进行的，有利于
提高公司募集资金的使用效率和收益，不存在变相改变募集资金用途的情形，不影响募集资金的正常使用，
也不会对公司经营活动造成不利影响，不存在损害公司及全体股东利益的情形，符合相关法律法规的要
求。监事会同意公司使用不超过人民币45,000万元（含本数）的超募资金及部分闲置募集资金进行现金管
理。

具体内容详见公司同日在上海证券交易所网站（http://www.sse.com.cn）及公司指定信息披露媒体上披
露的《关于使用超募资金及部分闲置募集资金进行现金管理的公告》（公告编号：2025-029）。

表决结果：同意3票，弃权0票，反对0票。
（八）审议通过了《关于授权公司管理层使用闲置自有资金购买理财产品的议案》
监事会认为：在保证不影响公司正常经营活动的前提下，使用部分闲置自有资金购买理财产品，有利于

提高公司闲置自有资金使用效率，符合《上海证券交易所科创板股票上市规则》等相关法律法规、规章及其
他规范性文件的规定。因此，公司监事会同意公司使用部分闲置自有资金购买理财产品。

具体内容详见公司同日在上海证券交易所网站（http://www.sse.com.cn）及公司指定信息披露媒体上披
露的《关于使用闲置自有资金购买理财产品的公告》（公告编号：2025-030）。

表决结果：同意3票，弃权0票，反对0票。
（九）审议通过《关于公司监事2025年度薪酬方案的议案》
具体内容详见公司同日在上海证券交易所网站（http://www.sse.com.cn）及指定媒体披露的《关于董事、

监事及高级管理人员2025年度薪酬方案的公告》（公告编号：2025-031）。
表决结果：同意0票，弃权0票，反对0票。
公司全体监事回避表决，提交公司2024年年度股东大会审议。
特此公告。

三未信安科技股份有限公司监事会
2025年3月31日

国泰君安证券股份有限公司
关于三未信安科技股份有限公司
2024年度持续督导跟踪报告

根据《证券发行上市保荐业务管理办法》《上海证券交易所科创板股票上市规则》《上海证券交易所上市
公司自律监管指引第11号一一持续督导》等有关法律法规的规定，国泰君安证券股份有限公司（以下简称

“国泰君安”或“保荐机构”）作为三未信安科技股份有限公司（以下简称“三未信安”或“公司”）持续督导工作
的保荐机构，负责三未信安上市后的持续督导工作，并出具本持续督导跟踪报告。

一、持续督导工作情况
序号

1

2

3

4

5

6

7

8

9

10

11

12

13

14

15

16

工作内容

建立健全并有效执行持续督导工作制度，并针对具体的
持续督导工作制定相应的工作计划。

根据中国证监会相关规定，在持续督导工作开始前，与
上市公司或相关当事人签署持续督导协议，明确双方在
持续督导期间的权利义务，并报上海证券交易所备案。

通过日常沟通、定期回访、现场检查、尽职调查等方式开
展持续督导工作。

持续督导期间，按照有关规定对上市公司违法违规事项
公开发表声明的，应于披露前向上海证券交易所报告，
并经上海证券交易所审核后在指定媒体上公告。

持续督导期间，上市公司或相关当事人出现违法违规、
违背承诺等事项的，应自发现或应当发现之日起五个工
作日内向上海证券交易所报告，报告内容包括上市公司
或相关当事人出现违法违规、违背承诺等事项的具体情
况，保荐人采取的督导措施等。

督导上市公司及其董事、监事、高级管理人员遵守法律、
法规、部门规章和上海证券交易所发布的业务规则及其
他规范性文件，并切实履行其所做出的各项承诺。

督导上市公司建立健全并有效执行公司治理制度，包括
但不限于股东大会、董事会、监事会议事规则以及董事、
监事和高级管理人员的行为规范等。

督导上市公司建立健全并有效执行内控制度，包括但不
限于财务管理制度、会计核算制度和内部审计制度，以
及募集资金使用、关联交易、对外担保、对外投资、衍生
品交易、对子公司的控制等重大经营决策的程序与规则
等。

督导上市公司建立健全并有效执行信息披露制度，审阅
信息披露文件及其他相关文件，并有充分理由确信上市
公司向上海证券交易所提交的文件不存在虚假记载、误
导性陈述或重大遗漏。

对上市公司的信息披露文件及向中国证监会、上海证券
交易所提交的其他文件进行事前审阅，对存在问题的信
息披露文件及时督促公司予以更正或补充，公司不予更
正或补充的，应及时向上海证券交易所报告；对上市公
司的信息披露文件未进行事前审阅的，应在上市公司履
行信息披露义务后五个交易日内，完成对有关文件的审
阅工作，对存在问题的信息披露文件应及时督促上市公
司更正或补充，上市公司不予更正或补充的，应及时向
上海证券交易所报告。

关注上市公司或其控股股东、实际控制人、董事、监事、
高级管理人员受到中国证监会行政处罚、上海证券交易
所纪律处分或者被上海证券交易所出具监管关注函的
情况，并督促其完善内部控制制度，采取措施予以纠正。

持续关注上市公司及控股股东、实际控制人等履行承诺
的情况，上市公司及控股股东、实际控制人等未履行承
诺事项的，及时向上海证券交易所报告。

关注公共传媒关于上市公司的报道，及时针对市场传闻
进行核查。经核查后发现上市公司存在应披露未披露
的重大事项或与披露的信息与事实不符的，及时督促上
市公司如实披露或予以澄清，上市公司不予披露或澄清
的，应及时向上海证券交易所报告。

发现以下情形之一的，督促上市公司做出说明并限期改
正，同时向上海证券交易所报告：（一）涉嫌违反《上市规
则》等相关业务规则；（二）证券服务机构及其签名人员
出具的专业意见可能存在虚假记载、误导性陈述或重大
遗漏等违法违规情形或其他不当情形；（三）公司出现

《保荐办法》第七十一条、第七十二条规定的情形；（四）
公司不配合持续督导工作；（五）上海证券交易所或保荐
人认为需要报告的其他情形。

制定对上市公司的现场检查工作计划，明确现场检查工
作要求，确保现场检查工作质量。

上市公司出现以下情形之一的，保荐人应自知道或应当
知道之日起十五日内或上海证券交易所要求的期限内，
对上市公司进行专项现场检查：（一）存在重大财务造假
嫌疑；（二）控股股东、实际控制人、董事、监事或者高级
管理人员涉嫌侵占上市公司利益；（三）可能存在重大违
规担保；（四）资金往来或者现金流存在重大异常；（五）
本所或者保荐机构认为应当进行现场核查的其他事项。

持续督导情况

保荐机构已建立健全并有效执行了持续督导制度，
并制定了相应的工作计划。

保荐机构已与公司签订《持续督导协议》，该协议明
确了双方在持续督导期间的权利和义务。

保荐机构通过日常沟通、定期或不定期回访、现场检
查等方式，开展了持续督导工作。

2024年度，公司在持续督导期间未发生按有关规定
须保荐机构公开发表声明的违法违规情况。

2024年度，公司在持续督导期间未发生违法违规或
违背承诺等事项。

2024年度，保荐机构督导公司及其董事、监事、高级
管理人员遵守法律、法规、部门规章和上海证券交易
所发布的业务规则及其他规范性文件，切实履行其
所做出的各项承诺。

2024年度，保荐机构督促公司依照相关规定健全完
善公司治理制度，并严格执行公司治理制度。

2024年度，保荐机构对公司的内控制度的设计、实施
和有效性进行了核查，公司的内控制度符合相关法
规要求并得到了有效执行，能够保证公司的规范运
行。

2024年度，保荐机构督导公司严格执行信息披露制
度，审阅信息披露文件及其他相关文件。

2024年度，保荐机构对公司的信息披露文件进行了
审阅，不存在应及时向上海证券交易所报告的情况。

2024年度，公司及其控股股东、实际控制人、董事、监
事、高级管理人员未发生该等事项。

2024年度，公司及其控股股东、实际控制人不存在未
履行承诺的情况。

经保荐机构核查，2024年度，公司不存在应及时向上
海证券交易所报告的情况。

2024年度，公司未发生前述情况。

保荐机构已制定了现场检查的相关工作计划，并明
确了现场检查工作要求。

2024年度，公司不存在前述情形。

二、保荐机构和保荐代表人发现的问题及整改情况
无。
三、重大风险事项
公司目前面临的风险因素主要如下：
（一）技术升级迭代风险
数学是构建现代密码学体系的基础，密码破解技术一直挑战着密码算法的安全性并不断演进，量子计

算技术的进步，也给密码技术带来一定冲击。此外，云计算、区块链、移动互联网、物联网、大数据和智慧城
市等新技术和新应用模式的发展，也对密码技术提出了新挑战。如果公司不能准确及时地预测和把握密码
技术的发展趋势，或研发速度不能满足行业技术更新需求，则可能会面临技术升级迭代不及时的风险，进而
对公司的竞争能力和持续发展产生不利影响。

（二）核心技术泄密风险
目前公司在持续进行新技术与新产品的研发，并已同主要研发人员签署了《保密协议》，但仍可能存在

因个别人员保管不善或技术流失等原因导致核心技术泄密的风险，并且在与供应商或客户合作的过程中，
也存在产品或服务设计方案被复制或泄露的风险。

（三）市场竞争加剧的风险
商用密码属于基础性支撑行业，市场覆盖面广泛，商用密码行业较为分散，尚未形成产业集群优势。随

着国家政策的大力支持，我国网络信息安全行业市场规模保持快速增长的趋势，良好的市场机遇可能导致
新的竞争者数量不断增多，网络信息安全市场竞争将更加激烈，公司面临市场竞争加剧的风险。

（四）挤压市场空间的风险
公司少数下游合作厂商客户具有密码产品型号，存在业务向上游拓展的可能性。随着下游合作厂商客

户的快速发展或研发能力的提升，未来若合作厂商将产业链向上游延伸，将进一步加剧商用密码市场的竞
争，导致市场竞争格局产生变化，公司存在一定市场份额被挤占的风险，从而影响公司长期的成长性和持续
盈利能力。

（五）经营季节性波动的风险
受客户结构、业务特点等因素的影响，公司营业收入和利润水平存在季节性分布不均衡的特点，下半年

的营业收入和利润水平占全年的比例高于上半年,并相对集中于每年的第四季度。公司收入呈现季节性波
动，但员工工资、研发费用、固定资产折旧等各项费用在年度内发生则相对均衡，公司经营业绩存在季节性
波动风险。

（六）财务风险
公司营业收入具有季节性特征，销售收入集中在下半年尤其是第四季度，导致各年末的应收账款余额

较大，应收账款周转率较低。随着公司业务规模不断扩大，应收账款余额仍可能保持在较高水平，加大公司
的营运资金周转压力。如果公司主要客户的财务经营状况发生重大不利变化，将进一步加大本公司坏账损
失的风险，进而对公司资产质量以及财务状况产生不利影响。

（七）行业风险
随着《国家安全法》《网络安全法》《密码法》《数据安全法》和《个人信息保护法》等国家法律的陆续颁布，

为国家网络信息安全的快速发展奠定了坚实的法律基础，此外《“十四五”国家信息化规划》等产业政策亦明
确了网络信息安全产业发展的阶段目标。三未信安作为科技创新型的商用密码基础设施提供商，专注于密
码技术创新和密码产品的研发、销售与服务，为用户提供全面的密码技术解决方案，受益于国家法律法规和
产业政策对网络信息安全行业发展的鼓励和推动。但如果国家相关支持政策，以及相关前沿领域产业发展
规划发生较大变化，将可能对公司的业务发展和经营业绩产生不利影响。

（八）宏观环境风险
国家一直重视高新技术企业，并给予重点鼓励和扶持。公司享受的税收优惠均与公司日常经营相关，

具有一定的稳定性和持续性。如果公司未来不能持续保持较强的盈利能力或者国家税收政策和相关扶持
政策发生变化，则可能对公司发展产生一定的影响。

四、重大违规事项
2024年度，公司不存在重大违规事项。
五、主要财务指标的变动原因及合理性
2024年度，公司主要财务数据及指标如下所示：

主要会计数据

营业收入（元）

归属于上市公司股东的净利润（元）

归属于上市公司股东的扣除非经常性损
益的净利润（元）

经营活动产生的现金流量净额（元）

主要会计数据

归属于上市公司股东的净资产（元）

总资产（元）

主要财务指标

基本每股收益（元/股）

稀释每股收益（元/股）

扣除非经常性损益后的基本每股收益
（元/股）

加权平均净资产收益率（%）

扣除非经常性损益后的加权平均净资产
收益率（%）

研发投入占营业收入的比例（%）

2024年度

473,207,341.77

42,119,864.03

15,581,517.48

21,785,107.46

2024年12月31日

1,851,273,878.74

2,180,570,484.94

2024年度

0.3741

0.3712

0.1384

2.2019

0.8146

27.69

2023年度

358,599,977.00

67,279,001.82

57,948,022.41

87,275,309.81

2023年12月31日

1,903,052,558.85

2,079,328,654.54

2023年度

0.5907

0.5872

0.5088

3.5450

3.0533

27.43

增减变动幅度（%）

31.96

-37.40

-73.11

-75.04

增减变动幅度（%）

-2.72

4.87

增减变动幅度（%）

-36.67

-36.78

-72.80

减少1.34个百分点

减少2.24个百分点

增加0.26个百分点

上述主要财务数据及指标的变动原因如下：
2024年公司营业收入为4.73亿元，同比增长31.96%，主要系核心战略客户采购规模较去年同期显著提

升。公司在云服务商、运营商、能源、交通等领域实现快速增长。另外，公司完成对江南天安的战略并购，有
效实现资源整合与协同效应，增厚了公司业绩。

2024年归属于上市公司股东的净利润同比下降37.40%，归属于上市公司股东的扣除非经常性损益的
净利润同比下降73.11%，主要系公司加大了在研发和销售管理方面的投入，以及公司现金管理方式的变化，
增加了购买结构性存款和券商收益凭证的比例所致。

2024年经营活动产生的现金流量净额为2,178.51万元，同比下降75.04%，主要系公司本期支付的职工
薪酬增加所致。

2024年末归属于上市公司股东的净资产和总资产与上年相比变化不大。
2024 年基本每股收益、稀释每股收益和扣除非经常性损益后的基本每股收益同比下降 36.67%、

36.78%、72.80%，加权平均净资产收益率和扣除非经常性损益后的加权平均净资产收益率同比下降1.34和
2.24个百分点，主要系2024年归属于上市公司股东的净利润同比下降所致。

2024年研发投入占营业收入的比例同比增长0.26个百分点，与上年变动不大。
六、核心竞争力的变化情况
（一）领先的技术和人员优势
公司致力于密码技术性能和安全性的突破与创新，推出国内首款安全三级密码板卡、国内首款安全三

级密码机、国内首款FIPS 140-2 level 3（美国联邦信息处理标准3级）密码整机“Sansec HSM”等。公司研

发的高性能密码设备，SM2签名算法突破120万次/秒，SM4加解密速度突破100Gbps，支持10亿级海量密钥
管理，产品性能行业领先，可满足国内多种应用场景。截止 2024年 12月 31日，公司（含子公司）累计取得
128项发明专利、644项软件著作权、16项集成电路布图。公司在密码理论的研究、密码技术和产品的研发
方面具备深厚的理论功底和实践经验。公司具备密码算法的芯片实现、FPGA开发、硬件板卡的设计、嵌入
式程序和驱动程序的开发、上层软件的程序设计等全阶段研发能力的技术团队，核心研发设计均自主完成，
截止2024年12月31日，公司研发人员共398人，占公司员工总数43.03%。公司核心研发团队由国内较早从
事商用密码产品和技术研发的专家、资深技术人员组成，多位专家参与国内网络安全相关技术标准、规范的
制定工作。

（二）完善的产品体系
公司聚焦商用密码技术创新和产品研发，2022年9月，公司第一款自研密码安全芯片XS100成功量产，

结合现有的密码板卡、密码整机和密码系统三大产品系列，公司形成了完备的拥有自主知识产权的商用密
码产品体系。公司密码芯片的投产将实现公司现有密码板卡、密码整机等产品的芯片国产化替代和性能提
升，保障公司核心技术的自主可控和供应链安全、提高公司产品的竞争力。截至2024年，公司成功流片的
物联网专用芯片XT100、XT200和XR100取得商用密码产品认证证书。基于公司丰富的密码芯片集成研发
与应用经验，公司的芯片产品在能源、交通、医疗等领域顺利推广并均有落地项目。公司将加快自研密码芯
片与行业性应用的深度融合，满足行业用户对密码芯片在政策、技术、成本与服务等多维度的要求，实现密
码芯片的规模应用，推动国产密码芯片在网络信息安全中的产业化应用，同时也实现公司密码芯片快速发
展的市场目标。

（三）优质的客户基础
作为科技创新型的商用密码基础设施提供商，公司凭借领先的密码技术、高性能的密码产品、完善的解

决方案和优质专业的服务，在网络安全、政府、金融、证券、能源、电信、医疗、教育等行业拥有广泛的市场，积
累了各行业、各领域的高质量用户，优质的客户资源为公司树立了良好的品牌形象，保障公司产品的市场推
广和销售。

（四）新领域的先发优势
密码技术在云计算、大数据、区块链、数字货币、物联网、V2X车联网、人工智能等新兴领域发挥基础支

撑作用。区块链、数字货币的核心技术为密码技术，物联网、V2X车联网等设备认证、通信加密离不开密码
技术，人工智能、大数据需要同态加密、安全多方计算等新密码技术的支撑。

公司是国内最早布局云计算密码产品的厂商之一。公司的密码服务平台和云密码机等产品在政务云
平台广泛应用，并与国内多个云平台厂商及电信运营商合作创新云密码服务模式。近年来，公司继续保持
密码技术在新兴领域创新应用的领先，安全多方计算产品于2021年12月通过中国信通院检测。公司积极
参与国家和密码行业标准制定工作，主导编制了国内第一个区块链密码标准。

随着量子计算的发展，未来，传统的密码安全手段不足以应对“量子威胁”。公司在抗量子密码算法方
面投入研发，成果显著。2023年发布了全新产品“抗量子隐私计算一体机”，填补了公司在抗量子密码算法、
隐私计算方向的产品空白。2024年，公司重磅发布全系列抗量子产品，公司抗量子密码产品在多个行业领
域成功实现试点迁移应用。

综上所述，2024年度，公司核心竞争力未发生不利变化。
七、研发支出变化及研发进展
（一）研发支出及变化情况
公司研发费用较上年同比增长33.17%，主要系公司高度重视研发，积极引进研发人才，支付的职工薪酬

较上期增幅较大；收购江南天安也在一定程度上增加了研发费用。2024年度公司研发支出情况如下表所
示：

项目

费用化研发投入（元）

资本化研发投入（元）

研发投入合计（元）

研发投入总额占营业收入比例（%）

研发投入资本化的比重（%）

本期数

131,017,464.53

-

131,017,464.53

27.69

-

上年同期数

98,380,385.76

-

98,380,385.76

27.43

-

变化幅度（%）

33.17

-

33.17

增加0.26个百分点

-

（二）研发进展
2024年度，公司持续加大研发布局力度，取得系列具有良好应用意义的研发成果。报告期内，公司申请

各类知识产权共计100项，其中34项为发明专利，已授权发明专利39项、软件著作权60项。截至2024年12
月31日，公司累计拥有有效授权发明专利128项、实用新型专利3项、外观设计专利2项、软件著作权644项
等，具体情况如下表所示：

项目

发明专利

实用新型专利

外观设计专利

软件著作权

其他

合计

本期新增

申请数（个）

34

0

0

63

3

100

获得数（个）

39

0

0

60

3

102

累计数量

申请数（个）

226

11

3

647

16

903

获得数（个）

128

3

2

644

16

793

八、新增业务进展是否与前期信息披露一致
不适用。
九、募集资金的使用情况及是否合规
1、截至2024年12月31日，公司首次公开发行股票募集资金累计使用及结余情况如下：

单位：人民币元
项目

募集资金总额

减：支付的其他发行费用

实际到账的募集资金

减：支付的其他发行费用

减：以募集资金置换预先投入的发行费用

减：置换预先投入募投项目资金

减：直接投入募投项目支出

减：超募资金永久补充流动资金

减：节余募集资金补充流动资金

减：现金管理的募集资金

减：超募资金用于在建项目及新项目（包括收购资产等）

加：利息收入扣除手续费支出

截止2024年12月31日募集资金账户余额

金额

1,509,954,600.00

108,339,893.38

1,401,614,706.62

23,899,366.01

6,851,245.28

58,067,518.66

242,974,590.64

580,100,000.00

8,929,597.87

404,867,453.17

90,000,000.00

14,075,065.01

0.00

2、截至2024年12月31日，募集资金存放专项账户的活期存款余额如下：
单位：人民币元

账户名称

三未信安科技股份有
限公司

山东多次方半导体有
限公司

合计

银行名称

北京银行股份有限公司中关村海
淀园支行

北京银行股份有限公司济南分行

账号

20000021139700105002085

20000062560800104977340

截止日余额

0.00

0.00

0.00

注：截至2024年12月31日，上述募集资金专户的余额中不包含正在进行现金管理的本金及其收益。
报告期内，鉴于公司募集资金投资项目“密码产品研发升级”已结项，“补充流动资金”项目对应募集资

金专户中的募集资金已按照规定用途使用完毕，为便于管理，公司注销了相关募集资金专户，具体情况如
下：

账户名称

三未信安科技股份有限公司

三未信安科技股份有限公司

银行名称

中国工商银行股份有限公司北京中关
村分行

招商银行股份有限公司北京酒仙桥支
行

账号

0200345519100076817

110906764010908

账户状态

注销

注销

3、截至2024年12月31日，公司使用募集资金进行现金管理的具体情况如下：
单位：人民币元

受托方银行名称

北京银行股份有限公司中关
村海淀园支行

北京银行股份有限公司济南
分行

合计

类型

七天通知存款

协定存款

七天通知存款

协定存款

余额

307,200,000.00

1,211,621.22

95,000,000.00

1,455,831.95

404,867,453.17

年化收益率

2.10%

1.15%

2.10%

1.15%

-

是 否 到
期

否

否

否

否

-

期限

支取时到期

2024.02.01-2025.01.31

支取时到期

2024.1.10-2025.1.09

-

2024年度，公司严格按照《公司法》、《证券法》、《上海证券交易所科创板股票上市规则》以及中国证券监
督管理委员会相关法律法规的规定和要求使用募集资金，并及时、真实、准确、完整履行相关信息披露工作，
不存在违规使用募集资金的情形。

十、控股股东、实际控制人、董事、监事和高级管理人员的持股、质押、冻结及减持情况
（一）直接持股情况
报告期内，公司控股股东、实际控制人、董事、监事及高级管理人员直接持股增减变动情况如下：

姓名

张岳公

徐新锋

许永欣

焦友明

公司职务

董事长、总经理

监事会主席

职工监事

财务总监

期初直接持股数量
（股）

23,692,852

4,299,400

704

29,600

期末直接持股数量
（股）

23,692,852

4,299,400

704

74,000

股份增减变动数量
（股）

-

-

-

44,400

增减变动原因

-

-

-

股权激励实施

注1：2023年12月1日召开公司第二届董事会第三次会议和第二届监事会第三次会议，审议通过了《关
于2021年股票期权激励计划第二个行权期行权条件达成的议案》《关于调整2021年股票期权激励计划期权
数量及行权价格的议案》，同意将公司2021年股票期权激励计划尚未行权的期权数量由60.60万股调整至
89.6880万股，立信会计师事务所（特殊普通合伙）于2023年12月15日出具了《三未信安科技股份有限公司
验资报告》（信会师报字[2023]第ZG12043号），本次行权新增股份已于2024年1月8日在中国证券登记结算
有限责任公司上海分公司完成登记。公司财务总监焦友明因2021年股票期权第二期行权增持公司股份22,
200股；

注2：2024年12月5日召开公司第二届董事会第十一次会议和第二届监事会第十次会议，审议通过了
《关于2021年股票期权激励计划第三个行权期行权条件达成的议案》，立信会计师事务所（特殊普通合伙）
于2024年12月20日出具了《三未信安科技股份有限公司验资报告》（信会师报字[2024]第ZG12305号）,本次
行权新增股份已于2024年12月27日在中国证券登记结算有限责任公司上海分公司完成登记。公司财务
总监焦友明因2021年股票期权第三期行权增持公司股份22,200股。

（二）间接持股情况
报告期内，公司控股股东、实际控制人、董事、监事及高级管理人员直接持股增减变动情况如下：

姓名

张岳公

罗新华

赵欣艳

林璟锵

肖晗彬

黄国强

范希骏

高志权

张宇红

徐新锋

何世平

许永欣

白连涛

刘会议

焦友明

张玉峰

范胜文

公司职务

董事长、总经理

独立董事

独立董事

独立董事

董事

董事

董事

董事、副总经理

董事、副总经理

监事会主席

监事

职工监事

副总经理

副总经理

财务总监

董事会秘书

董事会秘书、副总经
理

（已离职）

期初间接持股数量
（股）

6,393,171

-

-

-

-

-

3,047,225

1,641,136

833,484

53,776

-

1,613,854

518,002

517,999

-

-

518,002

期末间接持股数量
（股）

6,393,171

-

-

-

-

-

3,047,225

1,641,136

833,484

53,776

-

1,613,854

518,002

517,999

-

-

518,002

股份增减变动数量
（股）

-

-

-

-

-

-

-

-

-

-

-

-

-

-

-

-

-

间接持股单位

湖州风起云涌、
湖州三未普惠、
湖州三未普益

-

-

-

-

-

湖州三未普惠

湖州三未普惠

湖州三未普益

湖州三未普益

-

湖州三未普惠

湖州风起云涌

湖州三未普益

-

-

湖州风起云涌

注：“湖州风起云涌”全称为“湖州风起云涌企业管理咨询合伙企业（有限合伙）”，曾用名“济南风起云涌
企业管理咨询合伙企业（有限合伙）”；“湖州三未普惠”全称为“湖州三未普惠企业管理咨询合伙企业（有限
合伙）”，曾用名“天津三未普惠企业管理咨询合伙企业（有限合伙）”；“湖州三未普益”全称为“湖州三未普益
科技合伙企业（有限合伙）”，曾用名“北京三未普益投资合伙企业（有限合伙）”。

公司高级管理人员、核心员工参与首次公开发行战略配售设立的国泰君安君享科创板三未信安1号战
略配售集合资产管理计划已于2023年12月2日解除限售并上市流通，截至2024年12月31日，该专项计划
剩余持股为1,780,123股，占公司总股本的1.55%。

2024年度，公司控股股东、实际控制人和董事、监事、高级管理人员持有的公司股份不存在质押、冻结的
情形。

十一、上海证券交易所或保荐机构认为应当发表意见的其他事项
无。

证券代码：688489 证券简称：三未信安 公告编号：2025-029

三未信安科技股份有限公司
关于使用超募资金及部分闲置募集资金

进行现金管理的公告
本公司董事会及全体董事保证本公告内容不存在任何虚假记载、误导性陈述或者重大遗漏，并对其内

容的真实性、准确性和完整性依法承担法律责任。
三未信安科技股份有限公司（以下简称“公司”）于2025年3月28日召开第二届董事会第十六次会议和

第二届监事会第十五次会议，审议通过了《关于使用超募资金及部分闲置募集资金进行现金管理的议案》，
同意公司在不影响募投项目建设和募集资金使用、确保募集资金安全的前提下，使用总额不超过人民币45,
000.00万元（含本数）的超募资金及部分闲置募集资金进行现金管理，购买安全性高、流动性好的投资产品
（包括但不限于结构性存款、定期存款、通知存款、大额存单、协定存款、证券公司保本型收益凭证等），增加
公司收益，保障公司股东利益，使用期限自第二届董事会第十六次会议审议通过之日起12个月内有效。在
上述额度和期限内，资金可循环滚动使用。董事会授权公司管理层在授权额度和期限内行使现金管理投资
决策权并签署相关合同文件，具体事项由公司财务部负责组织实施，包括但不限于选择合格的专业金融机
构、明确现金管理的金额和期间、选择现金管理产品的品种、签署合同及协议等。公司监事会对上述事项发
表了明确的同意意见，保荐机构国泰君安证券股份有限公司（以下简称“保荐机构”）对上述事项发表了明确
的无异议意见。该事项在董事会授权范围内，无须通过股东大会审议。

现将相关事项公告如下：
一、募集资金基本情况
根据中国证券监督管理委员会于2022年9月14日出具的《关于同意三未信安科技股份有限公司首次

公开发行股票注册的批复》（证监许可[2022]2091号），公司获准向社会公开发行人民币普通股1,914万股，每
股发行价格为人民币78.89元，募集资金总额为150,995.46万元，扣除发行费用13,909.05万元（不含增值税
金额）后，募集资金净额为137,086.41万元。上述资金已全部到位，立信会计师事务所（特殊普通合伙）对公
司本次公开发行新股的资金到位情况进行了审验，并于 2022年 11月 29日出具了“信会师报字[2022]第
ZG12498”《验资报告》。募集资金到账后，已全部存放于经公司董事会批准开设的募集资金专项账户内，公
司已与保荐机构、存放募集资金的商业银行签署了募集资金三方监管协议。

（下转B52版）


